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2WC09 - Coding Theory and Cryptology I TU/e

1. The binary Hamming code H3(2) has parity check matrix

H =

 0 0 0 1 1 1 1
0 1 1 0 0 1 1
1 0 1 0 1 0 1


and parameters [7, 4, 3].

(a) Correct the word (0, 1, 1, 0, 1, 1, 1). 2 points

(b) State the weight enumerator polynomials of H3(2) and

its dual, the simplex code of length 7. 3 points

(c) State the parameters of the first order Reed-Muller

code RM(1, 3) of length 8 = 23. 1 point

(d) What do the Gilbert-Varshamov, Singleton, Griesmer, and
Hamming bound say about the minimum distance of a
binary, linear code of length 7 and dimension 4. 4 points

(e) State the parameters (length, dimension, minimum

distance) of the punctured RM(1, 3) code. 1 point

(f) State the parameters (length, dimension, minimum
distance) of the code obtained by the (u, u + v)
construction with u ∈ H3(2) and v in the

punctured RM(1, 3) code. 1 point

(g) Give the parameters of the concatenated code that
one obtains when using RM(1, 3) as inner code and a
24-ary Hamming code with redundancy 3 as
outer code. 3 points
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2. This exercise is about factoring n = 2014. Obviously, 2 is a factor, so
the rest of the exercise is about factoring the remaining factor m =
2014/2 = 1007.

(a) Use Pollard’s rho method of factorization to find a factor of 1007.
Use starting point x0 = 1, iteration function xi+1 = x2

i + 1 and
Floyd’s cycle finding method, i.e. compute gcd(x2i − xi, 1007) till
a non-trivial gcd is found.

5 points

(b) Perform one round of the Fermat test with base
a = 2 to test whether 19 is prime.
What is the answer of the Fermat test? 2 points

(c) Use Pollard’s p − 1 factorization method to factor the number

n = 1007 with base u = 2 and exponent 23 · 32. 3 points

3. (a) Find all affine points on the Edwards curve

x2 + y2 = 1− 5x2y2 over IF13. 4 points

(b) Verify that P = (6, 3) is on the curve. Compute the

order of P . 4 points

(c) Translate the curve and P to Montgomery form

Bv2 = u3 + Au2 + u.

2 points

4. The curve y2 = x3 is not an elliptic curve over IF71 but the set of points
{(x, y)|x, y ∈ IF∗71, y

2 = x3} ∪ {P∞} forms a group under the addition
and doubling laws on (short) Weierstrass curves.

(a) The point (1, 1) is on the curve. Compute
2P, 3P, 4P , and 8P .

6 points

(b) Compute the fractions x/y for 2P, 3P, 4P , and 8P . 2 points

(c) Compute the discrete logarithm of (6, 43) with

base (1, 1). Make sure to justify your approach. 7 points
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